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Centralized management

Centrally manages your HPE ArcSight solution deployments through uni�ed interface.  

This lets you focus on your use cases and not on the tool. With its �exible deployment options 
such as appliance, software, or virtual appliance, HPE ArcMC �ts into your hybrid IT.

HPE ArcMC helps minimize ongoing administrative overhead through support for diagnostics, 
universal de�nition, selective de�nition, alteration/rollout of log collection parameters, and 
con�guration settings from a centralized Web-based interface.

prioritization and batching of log data by time and severity.

Unmatched scalability

HPE ArcMC helps you to grow your IT security by simply adding more Connectors or Loggers 
from a single console. Content such as rules and dashboards can be distributed easily, enabling 
you to easily manage Big Data. When you need to scale to collect or analyze more data than 
you are currently handling, simply add another Logger through HPE ArcMC.

Highlights
• Centralized management of  

HPE ArcSight solution

• Automate change management 

• Reduce the resource requirement 
for security information and event 
management (SIEM)

• Manage large deployments easily

• Reduce the administrative overhead

• Helps optimize bandwidth for log 
collection

• Support IT operational analytics

• Unify the HPE ArcSight deployment

HPE ArcSight  
Management Center
Focus on threats, logs, and compliance, not on 
managing HPE ArcSight

HPE ArcSight Management Center (ArcMC) is a centralized 
security management center that enables you to manage 
large deployments of HPE ArcSight solutions such as  
HPE ArcSight Logger, HPE ArcSight SmartConnectors 
(Connectors), HPE ArcSight FlexConnectors, and  
HPE ArcSight Connector Appliance (ConApp) through a 
single interface.

E�cient log tra�c management• 

HPE ArcMC helps you save time, e�ort, and resources for both large and small deployments.

Remote o�ces often lack high-bandwith WAN links to data centers. Addiotionally, available
bandwidth needs to be prioritized for business critical tra�c. To address these challenges,
HPE ArcMC o�er granular bandwidth controls, compression of logs in transit, as well as
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HPE Services
HPE ESP Global Services take a holistic 
approach to building and operating cyber 
security and response solutions. These 
are the capabilities that support the 
cyber threat management and regulatory 
compliance needs of any. 

Change management

HPE ArcMC reduces the overhead associated with ongoing updates, upgrades, 
con�guration changes, and general maintenance of a distributed log collection 
deployment for large-scale distributed deployments. Performing bulk con�guration 
changes are simple through a uni�ed interface.

Reduced resources

it focuses on your security strategy such as compliance, log storage, forensics, and threats as 
opposed to focusing on tools to manage security.

HPE ArcSight platform integration

Log retention requirements, compliance, audit reports, IT ops troubleshooting, service-level 
agreements (SLAs), and proactive monitoring of security threats all represent a continuum 
in the value chain of extracting context and intelligence from log data. As such, it is logical 
to leverage a common collection infrastructure across the full range of log collection and 
archival needs for an enterprise, and that is exactly what HPE ArcSight Management Center 

comprehensive, robust, scalable, and easily manageable collection infrastructure that can be 
used across log management and SIEM solutions of HPE ArcSight.

This is a distinct advantage of the integrated HPE ArcSight platform, and it avoids the 

solutions were used for log management and SIEM. This bene�t applies to both appliance and 
software-based Logger and Connector technology deployments.

About HPE Enterprise Security

HPE Enterprise Security is a leading provider of security and compliance solutions for the 
modern enterprise that wants to mitigate risk in their environment and defend against 
advanced threats.

Based on market-leading products from HPE ArcSight, HPE Fortify, and HPE TippingPoint, 
HPE Enterprise Security uniquely delivers the advanced correlation, application protection, and 
network defenses to build the next-generation security operation center (SOC).

Learn more at
hp.com/go/ArcSight

deployment of multiple collection infrastructures that would be required if di�erent vendor

o�ers. As the central management layer in the HPE ArcSight platform, HPE ArcMC provides a

It helps maximize your security investment by automating tactical management e�orts. Also,
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